Data Privacy

@" CREATE STRONG PASSWORDS.

Use passwords that are hard to guess, and keep track of it using a
password manager.

A typical good password contains uppercase and lowercase
character, and numbers and special characters. The length of

your characters should not be less than 8. f;;f;'“ Else you may lea

information J
Change your
password
once every \
month. .
Check if your

password is leaked!
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https://haveibeenpwned.com/Passwords




[ ] BE CAREFUL OF WHAT YOU DOWNLOAD.

Don't download content from sites that are not trustworthy.

These may contain malware.
Sites that contains a lot of advertisement, and pop-ons

should be avoided.

Be careful on
torrent sites

{You may get \
\(rojan inside /

Check source
before download




£} TURN ON PRIVACY SETTINGS.

Take control of how companies use your data by
enabling privacy features.

Read the Consent Form )

Check your

may authorize
privacy setting

unwanted stuff J

Check frequently
. of your settings

@
[




